**Question#01: Explain the issue discussed in the article.**

"Boss I fear someone took the info" discusses how to react to a data breach. It outlines how to safeguard the company's data and respond to an incident. It addresses assessing the damage, notifying authorities, and preventing similar incidents. It also includes advice on how to handle the aftermath of a data breach, including how to interact with customers and reestablish confidence.

**Question#02: What are the the existing preventive measures at the company and the relative standard compliance issues?**

The article lists various precautions firms may take to protect their data.

Strong authentication, Encrypting data, monitoring suspicious activity, etc.

The essay also discusses the necessity of industry standards like PCI DSS and GDPR (GDPR). Compliance with these criteria helps ensure that a corporation is protecting its data.

**Question#03: Discuss the commentary made by the experts at the end and how can companies avoid the breach of data?**

Many industry specialists weigh in towards the end of the piece on the need of having a plan in place to deal with a data breach. They encourage businesses to develop a clear policy for responding to a breach and to make sure that all employees are aware of it. They also advise businesses to ensure that all employees are aware of the policy. Furthermore, they recommend that businesses monitor the status of their security protocols and modify them as needed. Businesses can also prevent data breaches by implementing stringent authentication procedures, encrypting data, and monitoring for unusual activity.